
Foreword

Security comes as a second thought, or even a nice-to-have add-on? At least
you can get this impression thinking about when security is considered in
the development of many devices, systems and applications. Have a look at
the evolution of cars. In the first place the purpose of a car was to transport
you from one location to another. Having solved this somehow, the engineers
started to think about safety – especially because vulnerabilities caused severe
problems. Some of the “additional” car features were safety belts, ABS and
airbags. At least some car manufacturers have seen these as extra features for
a long time. This is where I start to be really puzzled. Security as an extra
feature? Is it so irrelevant that we can neglect it?

This would support my initial hypothesis – security comes as an af-
terthought. Considering modern IT networks, IT systems and IT applica-
tions, we can see no difference. The primary goal is to enhance functionality
and performance but not to mitigate risk. Security and dependability comes
later if at all.

In contrast to traditional engineering domains it is, however, very diffi-
cult to add security features seamlessly as a new “module.” Adding security
afterwards is difficult if not impossible. Ad hoc security solutions usually in-
troduce new, unforeseen problems and you suddenly find yourself in a vicious
circle.

Somehow new technologies such as Wireless LAN, Internet Telephony or
Instant Messaging seem to follow that way. We can identify severe flaws – both
in design and implementation – that inevitably lead to severe vulnerabilities.
This can’t be the right way. We can’t always try to catch up with the wily
hacker and think about security after an incident has occurred.

Based on our experience in teaching, research and development in the
areas of digital watermarking, copyright protection in wide-area video-on-
demand, firewalls, security in media gateways, vulnerabilities in Internet
Telephony, the Darmstadt Hacker Contest and public key infrastructures,
I must emphasize: it is time for a new security paradigm. Security must be a
mandatory feature, considered from the very first line on the drawing board.
Certainly, there is no (and will never be) 100 percent security. Nevertheless,
a user should be able to take security for granted, i.e., it should be possible
to operate a system with an acceptable residual risk.

Verwendete Distiller 5.0.x Joboptions
Dieser Report wurde automatisch mit Hilfe der Adobe Acrobat Distiller Erweiterung "Distiller Secrets v1.0.5" der IMPRESSED GmbH erstellt.
Sie koennen diese Startup-Datei für die Distiller Versionen 4.0.5 und 5.0.x kostenlos unter http://www.impressed.de herunterladen.

ALLGEMEIN ----------------------------------------
Dateioptionen:
     Kompatibilität: PDF 1.2
     Für schnelle Web-Anzeige optimieren: Ja
     Piktogramme einbetten: Ja
     Seiten automatisch drehen: Nein
     Seiten von: 1
     Seiten bis: Alle Seiten
     Bund: Links
     Auflösung: [ 600 600 ] dpi
     Papierformat: [ 595 842 ] Punkt

KOMPRIMIERUNG ----------------------------------------
Farbbilder:
     Downsampling: Ja
     Berechnungsmethode: Bikubische Neuberechnung
     Downsample-Auflösung: 150 dpi
     Downsampling für Bilder über: 225 dpi
     Komprimieren: Ja
     Automatische Bestimmung der Komprimierungsart: Ja
     JPEG-Qualität: Mittel
     Bitanzahl pro Pixel: Wie Original Bit
Graustufenbilder:
     Downsampling: Ja
     Berechnungsmethode: Bikubische Neuberechnung
     Downsample-Auflösung: 150 dpi
     Downsampling für Bilder über: 225 dpi
     Komprimieren: Ja
     Automatische Bestimmung der Komprimierungsart: Ja
     JPEG-Qualität: Mittel
     Bitanzahl pro Pixel: Wie Original Bit
Schwarzweiß-Bilder:
     Downsampling: Ja
     Berechnungsmethode: Bikubische Neuberechnung
     Downsample-Auflösung: 600 dpi
     Downsampling für Bilder über: 900 dpi
     Komprimieren: Ja
     Komprimierungsart: CCITT
     CCITT-Gruppe: 4
     Graustufen glätten: Nein
     Bitanzahl pro Pixel: Wie Original Bit

     Text und Vektorgrafiken komprimieren: Ja

SCHRIFTEN ----------------------------------------
     Alle Schriften einbetten: Ja
     Untergruppen aller eingebetteten Schriften: Nein
     Untergruppen bilden unter: 100 %
     Wenn Einbetten fehlschlägt: Warnen und weiter
Einbetten:
     Immer einbetten: [ ]
     Nie einbetten: [ ]

FARBE(N) ----------------------------------------
Farbmanagement:
     Farbumrechnungsmethode: Alle Farben zu sRGB konvertieren
     Methode: Standard
Arbeitsbereiche:
     Graustufen ICC-Profil: 
     RGB ICC-Profil: sRGB IEC61966-2.1
     CMYK ICC-Profil: U.S. Web Coated (SWOP) v2
Geräteabhängige Daten:
     Einstellungen für Überdrucken beibehalten: Ja
     Unterfarbreduktion und Schwarzaufbau beibehalten: Ja
     Transferfunktionen: Anwenden
     Rastereinstellungen beibehalten: Ja

ERWEITERT ----------------------------------------
Optionen:
     Prolog/Epilog verwenden: Nein
     PostScript-Datei darf Einstellungen überschreiben: Ja
     Level 2 copypage-Semantik beibehalten: Ja
     Portable Job Ticket in PDF-Datei speichern: Nein
     Illustrator-Überdruckmodus: Ja
     Farbverläufe zu weichen Nuancen konvertieren: Nein
     ASCII-Format: Nein
Document Structuring Conventions (DSC):
     DSC-Kommentare verarbeiten: Nein
     DSC-Warnungen protokollieren: Nein
     Für EPS-Dateien Seitengröße ändern und Grafiken zentrieren: Nein
     EPS-Info von DSC beibehalten: Nein
     OPI-Kommentare beibehalten: Nein
     Dokumentinfo von DSC beibehalten: Nein

ANDERE ----------------------------------------
     Distiller-Kern Version: 5000
     ZIP-Komprimierung verwenden: Ja
     Optimierungen deaktivieren: Nein
     Bildspeicher: 524288 Byte
     Farbbilder glätten: Nein
     Graustufenbilder glätten: Nein
     Bilder (< 257 Farben) in indizierten Farbraum konvertieren: Ja
     sRGB ICC-Profil: sRGB IEC61966-2.1

ENDE DES REPORTS ----------------------------------------

IMPRESSED GmbH
Bahrenfelder Chaussee 49
22761 Hamburg, Germany
Tel. +49 40 897189-0
Fax +49 40 897189-71
Email: info@impressed.de
Web: www.impressed.de

Adobe Acrobat Distiller 5.0.x Joboption Datei
<<
     /ColorSettingsFile ()
     /AntiAliasMonoImages false
     /CannotEmbedFontPolicy /Warning
     /ParseDSCComments false
     /DoThumbnails true
     /CompressPages true
     /CalRGBProfile (sRGB IEC61966-2.1)
     /MaxSubsetPct 100
     /EncodeColorImages true
     /GrayImageFilter /DCTEncode
     /Optimize true
     /ParseDSCCommentsForDocInfo false
     /EmitDSCWarnings false
     /CalGrayProfile ()
     /NeverEmbed [ ]
     /GrayImageDownsampleThreshold 1.5
     /UsePrologue false
     /GrayImageDict << /QFactor 0.9 /Blend 1 /HSamples [ 2 1 1 2 ] /VSamples [ 2 1 1 2 ] >>
     /AutoFilterColorImages true
     /sRGBProfile (sRGB IEC61966-2.1)
     /ColorImageDepth -1
     /PreserveOverprintSettings true
     /AutoRotatePages /None
     /UCRandBGInfo /Preserve
     /EmbedAllFonts true
     /CompatibilityLevel 1.2
     /StartPage 1
     /AntiAliasColorImages false
     /CreateJobTicket false
     /ConvertImagesToIndexed true
     /ColorImageDownsampleType /Bicubic
     /ColorImageDownsampleThreshold 1.5
     /MonoImageDownsampleType /Bicubic
     /DetectBlends false
     /GrayImageDownsampleType /Bicubic
     /PreserveEPSInfo false
     /GrayACSImageDict << /VSamples [ 2 1 1 2 ] /QFactor 0.76 /Blend 1 /HSamples [ 2 1 1 2 ] /ColorTransform 1 >>
     /ColorACSImageDict << /VSamples [ 2 1 1 2 ] /QFactor 0.76 /Blend 1 /HSamples [ 2 1 1 2 ] /ColorTransform 1 >>
     /PreserveCopyPage true
     /EncodeMonoImages true
     /ColorConversionStrategy /sRGB
     /PreserveOPIComments false
     /AntiAliasGrayImages false
     /GrayImageDepth -1
     /ColorImageResolution 150
     /EndPage -1
     /AutoPositionEPSFiles false
     /MonoImageDepth -1
     /TransferFunctionInfo /Apply
     /EncodeGrayImages true
     /DownsampleGrayImages true
     /DownsampleMonoImages true
     /DownsampleColorImages true
     /MonoImageDownsampleThreshold 1.5
     /MonoImageDict << /K -1 >>
     /Binding /Left
     /CalCMYKProfile (U.S. Web Coated (SWOP) v2)
     /MonoImageResolution 600
     /AutoFilterGrayImages true
     /AlwaysEmbed [ ]
     /ImageMemory 524288
     /SubsetFonts false
     /DefaultRenderingIntent /Default
     /OPM 1
     /MonoImageFilter /CCITTFaxEncode
     /GrayImageResolution 150
     /ColorImageFilter /DCTEncode
     /PreserveHalftoneInfo true
     /ColorImageDict << /QFactor 0.9 /Blend 1 /HSamples [ 2 1 1 2 ] /VSamples [ 2 1 1 2 ] >>
     /ASCII85EncodePages false
     /LockDistillerParams false
>> setdistillerparams
<<
     /PageSize [ 595.276 841.890 ]
     /HWResolution [ 600 600 ]
>> setpagedevice



VI Foreword

A common counterargument is that such a proactive security approach is
too expensive. I don’t believe this. Certainly, the development process and
the resulting product will be more complex. Certainly, developers have to
have a broad knowledge in several engineering domains (including security).
In the sense of quality of service, we have to determine whether a system
works or not. And only a secure system can work as intended. Thus I think
that the initial efforts on behalf of security are more than compensated for,
as a proactive approach will stop the repair-service behavior observed today.

Recently a very promising solution toward such a way of engineering se-
curity has been developed: Security Patterns capture proven solutions for
recurring security problems in a structured way. Due to an organized peer-
review process the quality of such solutions can be taken for granted. As
security patterns are best practices that are codified by security experts and
refer to related problems, the user can also be sure to proactively solve the
overall problem – not only parts, no longer in a repair-service mode.

Dr. Markus Schumacher is already known as the driving force of and a
leading worldwide authority on security patterns. In this book he provides
a thorough introduction to security patterns. Due to his profound security
knowledge he has been able to establish security patterns as a complementary
approach for seamless security engineering. Based on his model for security
patterns, security novices are now in a position to understand how experts
solve problems and can basically act like them.

Once again: Does security come as a second thought? It shouldn’t. How-
ever, I cannot answer this question once and for all. Nevertheless, security
must and will be mandatory for all modern IT systems. Second-class solu-
tions will always be offered and used. Hence, first-class hackers will carry
out successful attacks. The earlier we start to treat security as an equiva-
lent requirement with a high priority, the quicker our know-how and skills
with seamless security solutions will evolve. This would considerably reduce
the residual risk involved in using IT systems in more and more sensitive
environments. I believe that this is a feasible approach. We can have secure
systems and we have to do it without patchwork – security patterns are a
very important step in this direction.

Darmstadt, June 2003 Ralf Steinmetz



Preface

To improve on the unsatisfactory security level we can observe today, we
have to close a gap between the theory and the code of security practice. We
also have to close a gap in the security knowledge process and make proven
solutions available in a suitable way before an incident occurs. This book is
considered as a contribution to this problem.

Abstract

We develop a systematic security improvement approach based on the pat-
tern paradigm. Security Patterns can be used especially when the people in
charge of security have no security expertise or when security aspects are not
considered as primary requirements. The basic idea of patterns is to capture
expert knowledge in documents with a particular structure. Basically, they
contain proven solutions for recurring problems in a given domain.

Using patterns as a means of improving security, we first examine a set of
commonly used security techniques. The result is that a pattern-based secu-
rity approach features many advantages compared to the other approaches,
e.g., side-effects can be considered appropriately and the expertise required
to use patterns is rather low. Furthermore, patterns can be found at different
levels of abstraction and for different life-cycle phases. Thus, they can also be
integrated into the regular engineering process serving as a complement to
other security techniques. A requirement when using patterns as a security
engineering tool is a thorough understanding of security patterns. Thus, we
clarify the key concepts of security patterns, define their semantics as well as
their syntax, and show how they can be used. This approach is summarized
in the following paragraphs.

We introduce the structure of security patterns and their distinguishing
features in comparison to traditional patterns in the software domain. In
particular, we conclude that the problem statement of security patterns deals
with threats and attacks whereas the solution provides the corresponding
countermeasures. We also discuss security-related forces and how they are
resolved when a particular pattern is applied. Hereby we see that security
always has an impact on other, perhaps contradictory requirements. The
solution has to balance such forces according to the code of practice. Based



VIII Preface

on that, we identify basic approaches for capturing security knowledge with
patterns.

Having introduced the meaning of security patterns, we derive a theoret-
ical model for them. Hereby we rely on definitions of key security concepts
and relations between them, which builds an extensible security core ontol-
ogy. Based on the definitions of security patterns and their relations, we are
in a position to prove that the application of a security pattern leads to a
state of security. Specifying the intuitive and commonsense knowledge, we
clarify the internals of the security patterns, i.e., the theoretical model con-
tributes to an intersubjective understanding of security patterns within the
community. Furthermore, such a model is an important prerequisite for any
kind of tool support. The theoretical model defines the syntax of the security
patterns and security pattern systems. With this rather loosely structured
meta-information model we are, however, able to make the advantages of
security patterns usable.

In order to show the conclusiveness of our approach, we develop a pro-
totype of a security pattern search engine. That way we can present new
applications of security patterns, e.g., simulating how potential flaws in the
implementation of a pattern affects other patterns, or maintaining a secu-
rity pattern system. This proof of concept shows that our theoretical model
makes patterns useful as a security engineering approach. All applications of
security patterns described in the thesis are codified with an ontology and
can be used via a Web interface.
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